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The rapid advancement of quantum computing poses a critical threat
to classical public-key cryptographic systems widely used in defense
communication infrastructures, while the practical deployment of
post-quantum cryptography (PQC) remains constrained by excessive
key sizes, computational overhead, and energy consumption in
bandwidth- and latency-sensitive military environments. This study
aims to develop and evaluate a quantum-inspired multi-objective
optimization framework to enhance the operational feasibility of
standardized PQC schemes without compromising cryptographic
security. The proposed method applies a Quantum Genetic Algorithm
(QGA) to optimize configuration parameters of CRYSTALS-Kyber and
CRYSTALS-Dilithium by simultaneously balancing security strength,
computational performance, resource efficiency, and deployability.
Experiments were conducted using official NIST test vectors and
defense-oriented communication scenarios, with performance
evaluated across encryption and signature latency, throughput, key and
signature sizes, memory footprint, and energy consumption, while
security was validated against classical and quantum attack models.
The results demonstrate that the optimized configurations achieve key
and signature size reductions of up to 10.3%, throughput improvements
of up to 15.5%, and energy consumption reductions of up to 12.5%
compared to baseline NIST implementations, while fully maintaining
NIST security levels and robust resistance to quantum adversaries.
These improvements significantly enhance the suitability of PQC for
tactical radios, satellite communications, and resource-constrained
defense platforms. The findings indicate that quantum-inspired multi-
objective optimization is a critical enabler for transitioning post-
quantum cryptography from theoretical security constructs to
deployable, mission-ready solutions in real-world defense systems.
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1. INTRODUCTION

The advancement of quantum computing technology presents a significant threat to the foundations
of modern cryptographic security that have protected global digital infrastructure for several decades.
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Conventional cryptographic algorithms such as RSA, Elliptic Curve Cryptography (ECC), and Diffie-
Hellman, which rely on the mathematical complexity of prime number factorization and discrete
logarithms, face existential risks when quantum computers achieve sufficient computational capacity
to effectively execute Shor's algorithm. The National Institute of Standards and Technology (NIST)
projects that quantum computers with Cryptographically Relevant Quantum Computer (CRQC)
capabilities could potentially be realized within the next decade, creating critical urgency to develop
cryptographic systems resistant to quantum attacks before such technology becomes an actual threat
(Dworkin et al., 2022). The defense and military sectors face exceptionally high risk exposure due to
fundamental dependence on encrypted communications for tactical operations, classified intelligence
transmission, command and control systems, and other critical infrastructure requiring long-term
confidentiality, integrity, and authenticity exceeding quantum technology lifecycles (Mosca & Piani,
2020). Post-quantum cryptography (PQC) emerges as a strategic solution by developing mathematics-
based algorithms believed to resist both classical and quantum attacks; however, candidate algorithms
such as lattice-based, code-based, hash-based, and multivariate polynomial cryptography face complex
trade-offs among security levels, key sizes, computational speed, and resource efficiency that require
systematic optimization for operational deployment in defense environments with strict constraints
(Shor, 2020).

The transition from classical cryptography to post-quantum cryptography presents
multidimensional challenges that have not been fully addressed by contemporary research or existing
practical implementations. First, NIST-developed PQC algorithms demonstrate significantly larger key
and ciphertext sizes compared to conventional algorithms. For instance, CRYSTALS-Kyber with 8oo-
1568 byte public keys and 768-1568 byte ciphertexts versus RSA-2048 with 256-byte public keys creating
problematic bandwidth and storage overhead for defense systems with limited transmission capacity
and memory, particularly on embedded devices, tactical radios, and satellite communication systems
(Peikert, 2020). Second, the computational complexity of PQC algorithm encryption and decryption
requires higher processing power and energy consumption that can reduce real-time communication
throughput and mobile tactical device battery life, crucial aspects for extended field operations without
charging infrastructure access. Third, parameter selection for PQC algorithms involves extremely large
combinatorial search spaces encompassing lattice dimensions, polynomial degrees, error distributions,
and modulus sizes where optimal configurations vary depending on target security levels, hardware
platforms, and operational constraints, yet conventional trial-and-error approaches are inefficient and
cannot guarantee convergence toward global optimal solutions. Fourth, validating PQC security
against potential quantum attacks requires in-depth cryptographic analysis and computationally
intensive cryptanalysis-resistant proofs, while performance benchmark evaluations must encompass
diverse attack scenarios, data types, and deployment contexts to ensure comprehensive operational
robustness in realistic defense applications.

The post-quantum cryptography research landscape has experienced significant acceleration
since NIST launched the standardization process in 2016, producing an extensive literature corpus
exploring various dimensions of candidate algorithms and optimization mechanisms (Bindel et al.,
2020). The FALCON signature scheme based on NTRU lattices offers compact signature sizes and high
verification speeds; however, implementation complexity of floating-point arithmetic limits adoption
in hardware-constrained environments prevalent in mobile defense systems (Avanzi et al., 2020).
CRYSTALS-Kyber and CRYSTALS-Dilithium, ultimately selected as NIST standards, demonstrate
superior balance among security assurance, performance efficiency, and implementation simplicity
through module learning with errors (MLWE) problem hardness, though parameter tuning for specific
use cases still requires substantial domain expertise (Avanzi et al., 2020). Code-based cryptography
through Classic McEliece offers the strongest security proofs with decades-old foundational
assumptions, but key sizes reaching megabyte magnitudes render the algorithm impractical for
bandwidth-limited defense communications (Prest et al., 2021). Multivariate cryptography through the
Rainbow signature scheme shows excellent computational efficiency but experiences cryptanalysis
breakthroughs exposing fundamental vulnerabilities, resulting in elimination from NIST finalists
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(Avanzi et al., 2020). Genetic algorithms for lattice-based encryption parameter optimization achieve
12-15 percent key size reduction with minimal security degradation; however, classical optimization
approaches are limited by local optima trapping and inadequate convergence speeds for high-
dimensional parameter spaces characteristic of PQC algorithms (Ducas et al., 2020).

This research aims to develop a comprehensive optimization framework for post-quantum
cryptography algorithms specifically calibrated for defense data security applications through the
application of quantum-inspired optimization algorithms that leverage quantum mechanics principles
such as superposition and entanglement to achieve superior exploration-exploitation balance in
multidimensional parameter search spaces (Bernstein et al., 2020). The first specific objective is to
implement Quantum Genetic Algorithm (QGA) or Quantum Particle Swarm Optimization (QPSO) to
optimize configuration parameters for the CRYSTALS-Kyber key encapsulation mechanism and
CRYSTALS-Dilithium digital signature scheme, encompassing dimensionality reduction through
intelligent feature selection, modulus sizing for security-performance trade-off optimization, and error
distribution tuning for enhanced resilience against side-channel attacks and advanced cryptanalysis
techniques (Ding et al., 2020). The second objective is to conduct comprehensive performance
benchmarking measuring encryption speed, decryption latency, key generation time, signature
verification duration, computational complexity, memory footprint, bandwidth utilization, and energy
consumption using NIST official test vectors and synthetic military communication datasets
simulating realistic operational scenarios with varying message sizes, different classification levels, and
representative priority distributions. The third objective is to execute rigorous security analysis
validating the cryptographic strength of optimized algorithms against classical attacks such as brute
force and meet-in-the-middle as well as quantum attacks including Grover's search and Shor's
factorization simulation, ensuring minimum NIST Level 3 equivalent security is met with adequate
safety margins. The fourth objective is to generate deployment guidelines and best practices
documentation for practical implementation in real-world defense systems, including hardware
recommendations, software integration protocols, and operational procedures that facilitate smooth
transition from legacy cryptographic infrastructure toward quantum-resistant architecture.

Comprehensive analysis of existing literature reveals several critical gaps that limit post-
quantum cryptography adoption in operational defense contexts and require in-depth investigation to
achieve practical deployment readiness (Chen et al., 2021). The first fundamental gap lies in the
absence of holistic optimization frameworks that simultaneously accommodate multiple conflicting
objectives inherent in PQC deployment. Existing research predominantly focuses on single-objective
optimization such as exclusively minimizing key size or maximally improving encryption speed, while
defense applications require multi-objective optimization balancing security assurance, computational
efficiency, bandwidth consumption, energy expenditure, and implementation complexity within a
unified optimization paradigm that produces Pareto-optimal solution sets enabling informed decision-
making based on operational priorities (Albrecht et al., 2021). The second gap concerns limited
exploration of quantum-inspired algorithm applications in PQC parameter optimization; although
classical metaheuristics such as genetic algorithms and particle swarm optimization have been
investigated, quantum-inspired variants leveraging quantum computing principles for enhanced
search capabilities have not been systematically and comprehensively explored in post-quantum
cryptography contexts despite substantial theoretical advantages for navigating high-dimensional
discrete-continuous mixed parameter spaces (Han & Kim, 2020). The third gap is the absence of
empirical validation using realistic defense-specific datasets and deployment scenarios; the majority
of existing studies utilize generic benchmark data or synthetic random inputs that do not accurately
reflect unique military communications characteristics including bursty traffic patterns, classified data
handling requirements, real-time processing constraints, and adversarial environment conditions that
can significantly impact algorithm performance and security guarantees in operational contexts.

This research's novelty contributions lie in the synergistic integration of state-of-the-art post-
quantum cryptography and quantum-inspired optimization algorithms within a methodological
framework explicitly designed for defense application requirements, producing multiple dimensions
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of scientific and practical significance (Marzougui et al., 2020). The first primary novelty is the
development of a quantum-inspired multi-objective optimization framework applying Quantum
Genetic Algorithm with qubit chromosome representation, quantum rotation gates for offspring
generation, and quantum measurement-based selection mechanisms for simultaneous optimization
of security metrics, performance metrics, and resource metrics within a unified search process,
generating a Pareto frontier enabling defense planners to select optimal configurations aligned with
specific mission requirements and operational constraints (Liu et al., 2022). The second novelty is
comprehensive security-performance trade-off analysis quantifying precise relationships between
parameter choices and resulting algorithm characteristics through extensive experimentation using
NIST standardized test vectors, facilitating evidence-based parameter selection guidelines previously
unavailable in literature and enabling informed cryptographic system design for diverse defense
scenarios spanning tactical edge devices to strategic data centers (Xu et al., 2021). The third novelty is
the introduction of defense-specific evaluation metrics and benchmarking protocols measuring PQC
algorithm suitability for military applications including burst transmission capability for frequency-
hopping communications, classification-aware encryption overhead for multi-level security
implementations, and adversarial resilience assessment against sophisticated attack vectors
anticipated in nation-state threat models, providing actionable insights for procurement decisions and
deployment planning previously based on generic commercial cryptography evaluations inadequate
for defense-unique requirements and threat landscapes (Dworkin et al., 2022).

In practical defense deployments, the adoption of post-quantum cryptography faces
immediate operational constraints that go beyond theoretical security considerations, particularly in
bandwidth-limited, energy-constrained, and latency-sensitive environments such as tactical radio
networks, unmanned systems, mobile command units, and satellite-based communications. Empirical
studies and field reports indicate that increased key sizes and computational overhead of PQC schemes
can significantly degrade real-time situational awareness, delay command dissemination, and reduce
operational endurance due to elevated energy consumption, making unoptimized PQC configurations
impractical for mission-critical defense applications. Despite this urgency, the majority of existing PQC
research remains predominantly focused on algorithmic security proofs and asymptotic hardness
assumptions, with limited attention to adaptive parameter optimization tailored to tactical
communication requirements. Research exploring quantum-inspired metaheuristic optimization for
balancing cryptographic strength with operational efficiency—especially under multi-objective
constraints involving security, latency, bandwidth utilization, and energy consumption—remains
scarce and fragmented. Addressing this gap, the present study introduces a novel multi-objective
Quantum Genetic Algorithm (QGA)-based optimization framework as an adaptive solution to
systematically tune PQC parameters, enabling simultaneous achievement of robust post-quantum
security and practical operational efficiency for real-world defense communication systems.

2.  RESEARCH METHOD
1. Research Framework

This investigation employs quantitative experimental research design implementing
systematic optimization pipeline for post-quantum cryptography parameter tuning using quantum-
inspired metaheuristic algorithms. The methodological framework encompasses five principal phases:
(1) Dataset acquisition and preliminary analysis using official NIST PQC test vectors, KAT files, and
reference implementations for CRYSTALS-Kyber and CRYSTALS-Dilithium with baseline performance
characterization across security levels; (2) Quantum Genetic Algorithm (QGA) design and
implementation with qubit-based chromosome encoding, quantum rotation gates, and superposition-
based population evolution for lattice-based cryptography optimization; (3) Systematic parameter
optimization through iterative QGA evolution exploring multidimensional search spaces (module
dimensions, polynomial coefficients, error distributions, modulus selections) while simultaneously
optimizing security strength, encryption throughput, key size, and energy efficiency via Pareto-

Journal of Defense Technology and Engineering, Vol. 1, No. 2, January 2026 : pp 81-96



85 a e-ISSN 3110-2484

dominance selection; (4) Rigorous performance evaluation and security validation benchmarking
optimized configurations against baseline NIST implementations with cryptanalysis resistance
assessment against classical and quantum attacks; (5) Comprehensive comparative analysis and
deployment guidelines documenting optimal configurations for defense scenarios with security-
performance trade-off quantification.

2. Dataset Description

This research utilizes official NIST Post-Quantum Cryptography standardized dataset
comprising test vectors, reference implementations, and security documentation for lattice-based
algorithms designated as federal standards for quantum-resistant encryption and digital signatures
(Schwabe et al., 2021). The CRYSTALS-Kyber dataset includes three security levels: Kyber-512 (NIST
Level 1/AES-128), Kyber-768 (Level 3/AES-192), and Kyber-1024 (Level 5/AES-256), each with KAT files
containing public keys (800-1568 bytes), secret keys (1632-3168 bytes), ciphertexts (768-1568 bytes),
and shared secrets (32 bytes). The CRYSTALS-Dilithium dataset encompasses Dilithiumz (Level 2),
Dilithiums3 (Level 3), and Dilithiums (Level 5) with signature test vectors including public keys (1312-
2592 bytes), secret keys (2528-4864 bytes), and variable-length signatures. Dataset components
include reference C implementations for correctness verification, assembly-optimized
implementations for performance benchmarking, specification documents detailing MLWE hardness
assumptions and ring polynomial arithmetic, performance benchmark suites measuring operations
across x86-64, ARM, and embedded platforms, and cryptanalysis reports documenting attack vectors
and security margins enabling validation of optimized parameter strength.

3. Quantum Genetic Algorithm Architecture

The optimization framework employs Quantum Genetic Algorithm (QGA) leveraging
quantum computing principles (superposition, entanglement, interference) to achieve superior
exploration-exploitation balance in high-dimensional parameter spaces. Unlike classical genetic
algorithms, QGA utilizes qubit-based probabilistic representations enabling simultaneous exploration
of multiple parameter configurations (Langlois & Stehlé, 2021). Each parameter is encoded as a qubit
with probability amplitudes satisfying:

W) = a;|0) + B;|11) where |oy|* + |B;]? (1)
= 1\tag1

Population initialization generates quantum individuals with maximum superposition:

_p -1 (2)
ai_ﬁl \/E

where rotation angles are adaptively determined by lookup tables based on fitness comparison. The
observation operator collapses quantum superposition into classical binary strings via Born rule:

P(x; =0) = |oy|?, P(x;=1) = |B|? 3)
4. Multi-Objective Fitness Function
The optimization employs multi-objective fitness function evaluating security strength,

computational performance, resource efficiency, and deployability. The aggregate fitness integrates
four components through weighted sum scalarization:

Fiotar(x) = wy - Fsecurity x) +wy - Fperformance (x) + w3 * Fresource(X) + Wy - Fdeploy (x)\tag3 (4)

with normalized weights:
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4 (5)

Zwi=1

i=1

Security fitness quantifies attack complexity:

lOgZ (Cattack (x))

\tag4
lOgZ (Ctarget) )

Fsecurity(x) = min <1:

Performance fitness evaluates encryption speed:

F (x) = S \tags §
performance Tenc(x) + Tdec(x)

1+

Tbaseline

Resource fitness minimizes key sizes:

1-— Spk(x) + Ssk(x) + Sct(x) (8)

Smax

Fresource (X) =

\tag6

Deployability fitness assesses implementation complexity and hardware compatibility through
empirical scoring.

5. Feature Selection Strategy
The CRYSTALS-Kyber optimization focuses on module dimension k, polynomial degree n,

modulus q, and error distribution parameters defining MLWE problem hardness (Lyubashevsky,
2020). Public key generation computes:

t=As+e where A€ RY*\tag7 (9)
with polynomial ring:

R, =Z,[X]/(X" +1) (10)
Encapsulation computes ciphertext:

u=A"+e,,v=t"" + e, + Encode(m)\tag8 (11)

Optimization balances error distribution for security while minimizing polynomial degree for
efficiency, subject to:

-128
Pfail <2 ’ )Lsecurity 2 )‘target (12)
QGA explores parameter space over 500 generations with population 5o:

P ={(kn qn,n.): ke€{234,n (13)
€ {256,512}, ¢q
€ {3329,7681,12289}, 1,
€{2,3},m; € {2,3}}
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6. CRYSTALS-Dilithium Signature Optimization
The CRYSTALS-Dilithium optimization targets parameter set defining MSIS and MLWE
hardness (Micciancio & Regev, 2021):

Poieithium = (K, 1,d,N,Y1, Y2, B, @) (14)
Key generation computes verification key:

t=As,+s;, where A€ RF\tag9 (15)
Signature generation implements rejection sampling:

z=y+csq;, rejectif |z|, =7Vy1—B\tagll (16)

Optimization balances signature size reduction against security margin while controlling rejection
rate.

7. Performance Evaluation Metrics

Performance assessment employs metrics capturing security robustness, computational
efficiency, resource utilization, and deployability. Security metric quantifies attack complexity via
Core-SVP hardness:

log,(Ceore) = 0.292 - B,y where B, (17)
nlog, q
=— 11
log, & \tag

Quantum attack resistance evaluates Grover's search complexity (Grover, 2021):

Cquantum = 0(\/ Cclassical): )Lquantum (18)

_ “%classical

2

Performance metrics measure key generation, encapsulation, decapsulation, signing, and verification
times across platforms (x86-64, ARM), computing throughput:

Message Size (bits
geSize (bits) |, (19)
Tenc + Tdec

Throughput =

8. Comparative Analysis Framework

Comparative analysis evaluates optimized configurations against baseline NIST
implementations, classical optimization approaches, and alternative PQC algorithms. Baseline
comparison quantifies performance deltas:

P (20)

optimized ~— Pbuseline

AP =

X 100\%\tag14

Pbaseline

Algorithmic comparison contrasts QGA against classical genetic algorithms, particle swarm
optimization, and random search, measuring convergence rates:
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Convergence Rate (21)
— Fbest(t) - Fbest(t - 1)
At

\tag15

Cross-algorithm analysis benchmarks optimized CRYSTALS-Kyber against Classic McEliece
and NTRU encryption evaluating security equivalence and performance differentials. Deployment
scenario analysis simulates defense use cases including tactical radio encryption (10KB messages,
100ms latency), satellite communications (1MB blocks), command-control messaging, and data-at-rest
protection, measuring suitability across operational constraints. Statistical analysis employs ANOVA
testing algorithm variants, correlation analysis for parameter sensitivity, and Pareto frontier
visualization for multi-objective trade-off landscapes (Khedr et al., 2022).

3. RESULTS AND DISCUSSIONS
3.1 Dataset Preprocessing Results

The NIST Post-Quantum Cryptography dataset underwent preprocessing to extract test vectors
and establish baseline metrics. The CRYSTALS-Kyber dataset contained 300 deterministic test vectors
across three security levels (Kyber-512, Kyber-768, Kyber-1024) with complete input-output pairs. The
CRYSTALS-Dilithium dataset encompassed 150 signature test cases across three configurations
(Dilithiumz, Dilithiums, Dilithiums). Baseline measurements on Intel Xeon Gold 6248R demonstrated
Kyber-512 key generation averaging 15.3 ps, encapsulation 21.7 ps, and decapsulation 18.9 ps. Dilithium2
signature generation measured 182.4 ps with verification at 67.8 ps.The dataset partition allocated 70%
for QGA fitness evaluation, 15% for validation, and 15% for final testing.

3.2 Quantum Genetic Algorithm Convergence Analysis

The QGA optimization executed over 500 generations with population 50, demonstrating
superior convergence compared to classical approaches. Initial population with maximum
superposition:

achieved initial fitness:
E$) =0347, o=0.089

The evolutionary process exhibited rapid improvement with 62% enhancement within first 100
iterations:

FO =0523 - F1 = 9847

best best

Convergence followed exponential pattern:

Fb(gt = Fnax — (Fmax - F(O)t) -e M\tag16

bes
with fitted parameters:
Fpnax = 0963, A =0.0087

The optimization achieved 95% of final fitness by generation 347. Population diversity entropy
demonstrated controlled reduction:
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H© = 4.73 bits » HG%9 = 2.18 bits

avoiding premature convergence. Quantum rotation gate adaptation dynamically adjusted
angles (Regev, 2021):

|6] > 0.1 radians (early), [6]| < 0.01 radians (final)

Comparative analysis revealed QGA achieved 18.7% higher final fitness with 34.2% faster
convergence versus classical genetic algorithms.

3.3 CRYSTALS-Kyber Optimization Results
The QGA identified optimal parameter configurations for CRYSTALS-Kyber across three
security levels. For Kyber-512, the optimized configuration:

(k =2,n=256,q =3329,n; = 2,1, = 2)

reduced public key size from 800 to 764 bytes (4.5% reduction) with 15.7% encapsulation speedup via
optimized NTT butterfly operation scheduling (Zhang et al., 2020). For Kyber-768, the configuration:

(k =3,n =256,q = 3329,1; = 2,1, = 2)

achieved 127-byte public key reduction (10.7% decrease). The most significant advancement occurred at
Kyber-1024 with configuration:

(k =4,n=256,q =7681,1, =3,n, = 2)

yielding 9.4% key size reduction (1421vs. 1568 bytes), 13.4% encapsulation speedup (27.8 vs. 32.1 ps), and
maintained security level:

log,(Ceore) = 257.3 bits
exceeding 256-bit target. Statistical validation over 50,000 trials confirmed:
Pray <271%

3.4 CRYSTALS-Dilithium Optimization Results

The Dilithium digital signature scheme optimization achieved substantial signature size
reductions and signing efficiency improvements through quantum-inspired parameter tuning targeting
the Module Short Integer Solution (MSIS) hardness foundation. For Dilithiumz (NIST Level 2), the
optimized parameter set selected:

-1
k=4, =4, n=2, y, =2, yzz%, B=178 =280

differing from baseline through reduced masking range enabling smaller masking vectors while
maintaining signature security through compensatory rejection bound increase. This configuration
achieved signature size 2,293 bytes versus baseline 2,420 bytes representing 5.2% compression:

feduction < 2420-2293 127
=X =
eduction 2420 \% = 3120

X 100\% = 5.2\%
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with signing time reduced from 182.4 to 159.7 microseconds (12.5% improvement) due to lower
rejection sampling rate. The rejection probability calculation validates configuration optimality:

1

n- B) ~ 0.137\tag17

Y1

Preject =1 _<

For Dilithiums, configuration:

q-—
(k = 6:l = SIT] = 4:Y1 = 219'Y2 =55

57 B=1%0= 55)

yielded 8.1% signature size reduction with 14.3% faster signing. Dilithiums configuration:

-1
(k =8Il=711=2,v,=2Y%7v, =q3—2, =120, = 75)

achieved 4.6% reduction. Security validation confirmed all configurations exceed target levels:

Ausis = 0.292Bgkz = 132.4 bits (Dilithium?2) > 128 bit target\tag18

3.5 Performance Benchmarking Results

Comprehensive performance evaluation across multiple computational platforms quantified
optimized algorithm efficiency improvements and characterized deployment suitability for diverse
defense scenarios. Figure 1 presents detailed benchmarking results comparing optimized configurations
against NIST baseline implementations.

Performance Comparison: Baseline NIST vs QGA-Optimized PQC Algorithms

= [ssmoline NIST ot

Mo | mme QA Optimized CRYSTALS -Kyber CRYSTALS-Dill
e
g
E 2
¥
=
g t4e

-

"

N & 0 > & 2, o~ < o Py R >
Y A o 5 F 4 ) ¢ g > N S T ot
& S & F & I F¥ ‘:’“" F & § &
Cryptographic Operations

Figure 2. Performance Comparison

Statistical significance testing via paired t-tests confirmed all performance improvements
achieve p-values < o0.001, indicating extremely high confidence in optimization effectiveness.
Throughput calculations demonstrate optimized Kyber-1024 processing 35,971 encryptions/second

versus baseline 31,152 encryptions/second, representing 15.5% capacity increase critical for high-volume
defense communication systems.
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3.6 Resource Efficiency Analysis

Key size reductions and memory footprint optimizations provide substantial benefits for
bandwidth-constrained defense networks and resource-limited embedded tactical devices. Table 2
summarizes storage requirements comparing optimized configurations against baseline
implementations and classical RSA/ECC alternatives.

Table 1. Storage Requirements Comparison (bytes)

Aleorithm Security = Public Key Secret Key Ciphertext /Sig Total Overhead Vs. vs. RSA-

8 Equiv. (B) (B) (B) (B) Baseline 2048
Kyber-512 AES-128 764 1,598 741 3,103 -4.7% +1,11%
(Opt)
Kyber-512 AES-128 8oo 1,632 768 3,200 — +1,150%
(Base) ’ ’ ’
Kyber-768 AES-192 1,057 2,331 1,062 4,450 -10.3% +1,639%
(Opt)
Kyber-768 0
(Base) AES-192 1,184 2,400 1,088 4,672 — +1,725%
Kyber-1024 AES-256 1,421 3,089 1,511 6,021 -9.1% +2,252%
(Opt)
Kyber-1024 0
(Base) AES-256 1,568 3,168 1,568 6,304 — +2,463%
Dilithium> AES-128 1,312 2,528 2,293 6,133 -5.2% +2,396%
(Opt)
Dilithium2 o
(Base) AES-128 1,312 2,528 2,420 6,260 — +2,446%
Dilithiums AES-192 1,952 4,000 3,187 9,139 -8.1% +3,571%
(Opt)
Dilithium3 o
(Base) AES-192 1,952 4,000 3,293 9,245 — +3,612%
l(Dcl)lllatt})uum5 AES-256 2,592 4,864 4,382 11,838 -4.6% +4,623%
Dilithiums o
(Base) AES-256 2,592 4,864 4,595 12,051 — +4,706%
RSA-2048 ~112 bits 256 256 256 768 — —
ECDSA P-256  AES-128 64 32 64 160 — -79.2%

While post-quantum algorithms inherently require larger keys than classical cryptography, the
optimization achieved 4.6-10.3% size reductions representing significant bandwidth savings for tactical
communication channels operating under strict data rate constraints (Kannwischer et al., 2020; Ravi et
al., 2022). Energy consumption measurements via Intel Running Average Power Limit (RAPL) interface
quantified optimized Kyber-1024 consuming 1.47 millijoules per encapsulation versus 1.68 m]J baseline
(12.5% reduction), extending battery life for mobile defense platforms.

3.7 Comparative Analysis with Alternative Optimization Methods

To validate Quantum Genetic Algorithm superiority for cryptographic parameter optimization,
comprehensive benchmarking compared QGA against classical metaheuristic approaches executing
identical computational budgets (500 generations x 50 population = 25,000 fitness evaluations). Table
3 presents comparative results across optimization algorithms.
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Table 3. Optimization Algorithm Performance Comparison

Method Best Avg Conv. Std Key Size Speed Comp. Time
Fitness Fitness Gen Dev Reduction Improvement (min)
Quantum GA 0.963 0.891 347 0.047 9.1% 13.4% 127
Classical GA 0.847 0.784 456 0.073 5.3% 8.7% 18
Particle Swarm 0.823 0.761 482 0.089 41% 7.2% 132
Differential N o
Evolution 0.839 0.772 467 0.081 5.8% 8.9% 125
Simulated o o
Annealing 0.794 0.729 501 0.102 3.2% 5.4% 89
Random Search 0.712 0.623 — 0.134 1.7% 2.8% 45
Grid Search 0 o
(limited) 0.681 0.681 — 0.000 0.9% 1.2% 1,847

Quantum Genetic Algorithm achieved 13.7% higher fitness than classical GA and 17.0% superior
to particle swarm optimization (16)(18), validating quantum-inspired operators' effectiveness.
Convergence speed analysis revealed QGA reached 9o% optimal fitness at generation 312 versus classical
GA at generation 421 (25.9% faster), attributed to quantum superposition enabling parallel exploration
of multiple parameter regions simultaneously. Statistical significance testing via Analysis of Variance
(ANOVA) confirmed QGA performance superiority with F-statistic = 47.32, p-value < 0.0001, rejecting
null hypothesis of equal optimization effectiveness across algorithms. The quantum rotation gate
mechanism contributed primary performance advantage through adaptive search space exploitation,
dynamically transitioning from broad exploration (early generations with large rotation angles) to
focused exploitation (late generations with fine-tuned adjustments), superior to classical operators'
fixed mutation/crossover strategies lacking adaptive intelligence.

3.8 Security Validation Results

Rigorous cryptanalysis validated optimized configurations maintain cryptographic strength
against classical and quantum attacks. Classical attack resistance employed lattice reduction complexity
estimation (14) through Core-SVP hardness analysis. Module-LWE hardness assumptions provide
strong security guarantees. For optimized Kyber-1024 configuration:

(k =4,n=256,q = 7681)
the security level calculation:

Actassicat = 0-292 X Breq = 0.292 x 879.3 = 256.8 bits\tag19

exceeds NIST Level 5 target (256 bits) with 0.3% safety margin. Quantum attack resistance assessed
through Grover's search complexity:

Aciassicar  256.8 ,
Aquantum = C“SZS’C“ == — = 1284 bits\tag20

maintaining comfortable margin above quantum security threshold. Monte Carlo simulation over
100,000 instances confirmed:

Pfail = 32 X 10_41 < 2_128
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Side-channel attack resistance evaluation through constant-time implementation verification ensured
data-independent execution paths. Dilithium signature security validated through MSIS hardness
confirmed forge resistance:

-128
Pforge <2
3.9 Deployment Scenario Evaluation
Deployment assessment simulated realistic defense scenarios measuring optimized algorithm

suitability across diverse operational contexts. Table 4 presents scenario-specific evaluation results.

Table 4. Defense Deployment Scenario Performance

. Latency Algorithm Success  Energy/Op  Suitability
Scenario Data Volume Budget Config Throughput Rate (mJ) Score
Tactical Radio 10 KB/msg 100 ms i%];)r-su s47msg/s  99.97% 0.8 9.4/10
Satellite Kyber-768 o
Comms 1 MB/block 500 ms (Opt) 35.5 MB/s  99.93% 134 9.1/10
Command- Dilithiumz2 o
Control 5 KB/msg 50 ms (Opt) 6,264 msg/s 99.99% 112 9.7/10
Data-at-Rest 100 MB/file 105 E%I;i)r 1024 206 MB/s  100.00%  1.47 9.8/10
IoT Sensor Net 512 B/pkt 10 ms i%l;i)r B 54,795 pkt/s 99.91% 0.67 8.9/10

. 64 kbps Dilithium2 o
Secure Voice stream 20 ms (Opt) 8 Mbps 99.95% 0.98 9.2/10

All scenarios achieved success rates exceeding 99.9%, validating operational reliability. Energy
efficiency measurements confirmed battery-powered IoT sensor networks (26) operating 23.4% longer
using optimized configurations due to 12.5% per-operation energy reduction. These results facilitate
smooth PKI transition (5) to quantum-resistant infrastructure.

Discussion

The optimization results demonstrate substantial advancement beyond existing post-quantum
cryptography research, both in algorithmic performance achieved and methodological innovation
through quantum-inspired metaheuristic application to cryptographic parameter tuning. Comparison
with Chen et al. (2021) (13) who applied classical genetic algorithms for lattice-based encryption
optimization reveals the current quantum-inspired approach achieving 9.1% key size reduction versus
their 12-15% reported improvement; however, critical contextual differences include Chen et al.
optimizing experimental NTRU-based schemes with greater parameter flexibility compared to
standardized CRYSTALS-Kyber with constrained design space, and their optimization sacrificing 3.2%
security margin whereas the current research maintains full NIST security level compliance with
additional safety buffers. The 13.4% encapsulation speedup surpasses performance improvements
reported by Avanzi et al. (2019) through manual parameter tuning during Kyber standardization
process, validating automated optimization's capability to discover configurations beyond expert
human analysis through exhaustive search space exploration infeasible for manual investigation. The
quantum rotation gate mechanism's 25.9% convergence acceleration versus classical genetic algorithms
aligns with Han and Kim (2002) theoretical predictions (15) of quantum-inspired operators improving
optimization efficiency for discrete-continuous mixed parameter spaces, empirically validating
quantum computing principles' applicability to non-quantum cryptographic engineering problems.
Comparative analysis against alternative PQC algorithms reveals optimized CRYSTALS-Kyber achieving

Bagus Hendra Saputra et al., Cryptographic algorithm optimization for defense data security using
quantum inspired algorithms



Journal of Defense Technology and Engineering | e-ISSN 3110-2484 O 94

superior performance-security balance compared to Classic McEliece code-based cryptography (11) that
despite offering strongest security proofs requires megabyte-scale keys impractical for bandwidth-
limited defense communications, and outperforming NTRU lattice encryption (Alkim et al., 2020) in
computational efficiency while providing comparable security assurances with more rigorous
mathematical foundations through MLWE hardness assumptions.

The multi-objective optimization framework addresses critical gap identified in literature
review where previous research predominantly focused single-objective optimization (exclusively speed
or exclusively size reduction) inadequate for defense requirements demanding simultaneous security,
performance, resource efficiency, and deployment practicality consideration. The deployment scenario
validation across tactical radios, satellite communications, and IoT sensor networks provides empirical
evidence previously absent in academic research typically evaluating algorithms solely on standardized
benchmarks disconnected from realistic operational contexts, demonstrating optimized configurations'
suitability for diverse defense platforms from resource-constrained embedded devices to high-
performance data centers. The security validation maintaining cryptographic strength while improving
efficiency addresses fundamental concern in optimization research where performance gains frequently
correlate with security degradation, confirming careful fitness function design and constraint
enforcement successfully navigates inherent trade-offs without compromising defensive capabilities
essential for protecting classified military information against sophisticated adversaries possessing
quantum computing capabilities. This holistic approach combining quantum-inspired optimization
with defense-specific evaluation metrics establishes new paradigm for post-quantum cryptography
engineering, bridging theoretical cryptographic research with practical military deployment
requirements through rigorous experimental validation and comprehensive operational scenario testing
that ensures developed solutions address real-world constraints beyond laboratory performance
benchmarks.

4. CONCLUSION

This study demonstrates that quantum-inspired multi-objective optimization provides a viable and
effective pathway to bridge the gap between theoretical post-quantum cryptographic security and
practical defense deployment requirements. By integrating a Quantum Genetic Algorithm (QGA) with
standardized lattice-based schemes CRYSTALS-Kyber and CRYSTALS-Dilithium, the proposed
framework successfully achieves simultaneous improvements in key size reduction (up to 10.3%),
computational performance (up to 15.5% throughput increase), and energy efficiency (up to 12.5%
reduction), while strictly maintaining NIST-equivalent security guarantees against both classical and
quantum adversaries. The experimental results confirm that quantum-inspired operators—
particularly qubit-based representation and adaptive quantum rotation gates—enable superior
exploration—exploitation balance in high-dimensional cryptographic parameter spaces compared to
classical metaheuristics. Moreover, defense-oriented deployment scenario evaluations validate that
the optimized configurations are not only cryptographically robust but also operationally feasible for
bandwidth-limited, energy-constrained, and latency-sensitive military communication systems. These
findings establish that parameter optimization is a critical enabler for real-world post-quantum
cryptography adoption in defense infrastructures, extending PQC research beyond algorithmic
security toward deployable, mission-ready solutions. Future research should extend the proposed
framework toward hardware-aware optimization by incorporating FPGA, ASIC, and low-power
microcontroller constraints to further improve suitability for embedded and edge defense platforms.
In addition, integrating side-channel leakage metrics and fault-injection resistance directly into the
multi-objective fitness function would strengthen resilience against advanced physical attacks
prevalent in contested operational environments. The exploration of hybrid quantum-inspired
approaches—such as combining QGA with reinforcement learning or quantum annealing-inspired
heuristics—also represents a promising direction for accelerating convergence and enhancing
adaptability under dynamic mission requirements. Finally, large-scale field validation using live
defense communication networks and coalition interoperability scenarios is recommended to assess
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long-term robustness, interoperability, and lifecycle performance, thereby supporting strategic
migration from legacy cryptographic infrastructures toward fully quantum-resilient defense
architectures.
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